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 Eventually every dealer will be victimized 
by a “Defrauder” masquerading as a customer. 
The best protection is to be aware, proactive in 
prevention, and respond appropriately. 
 Making your dealer client aware of the goals 
and common techniques of Defrauders is the 
first step in protecting their dealership. The 
Defrauders goal is to leave the dealership with a 
vehicle. They often don’t care about the type of 
vehicle, how long the tags will be good, or how 
long it will take the dealer to discover the fraud. 
Some will either export the vehicle as a whole 
or break it into saleable parts. Some will use 
the vehicle for their own transportation or sell 
the use of it to others and then abandon it for 
an alternative as soon as they feel the pressure 
of the dealer’s recovery attempts. 
 Today’s Defrauders are very educated. Dealers 
put their inventory online where Defrauders 
can pre-select what they know they can profit 
from and track the aging to gauge how eager 
you will be to move the vehicles. They know 
sales staff have sales goals and that pressure 
increases at the end of the month, quarter, or 
year. They know Dealers have less opportunity 
to verify information in the evenings and on 
weekends. They know Dealers have less staff 
to offer support early in the morning and what 
times of day staff are too busy to have time for 

proper review of their deal. They know the sales 

processes, what questions the staff will ask, and 
what documents the dealer will request so they 
will have answers and documents ready. They 
even know what products to buy in order to 
entice the Dealership into a deal it might not 
otherwise approve. 
 The internet is full of websites that have made 
the Defrauders job easy. In the past, fraudulent 
pay stubs were easy to spot when they didn’t 
contain the names of legitimate companies 
or the math didn’t add up, and there are still 
some of those out there. But now, Defrauders 
can go online to websites and pay $9.99 to 
create a legitimate looking pay stub. They 
enter a company name and address, wages, and 
deductions, and the website does the rest. The 
same is true for W-2s and 109’s. Defrauders will 

commonly give sales staff copies of stips instead 
of original documents. Copies of utility bills, 
rental agreements, insurance cards, and others 
are easy for the computer literate thirteen year 
old to modify online, much less an experience 
Defrauder. And there is still the professional 
identity thief out there who will use someone 
else’s identity and good credit to defraud your 
Dealer client.
 The best prevention is training. Aside from 
knowing the goals and techniques here, Dealers 
should train their staff on common indicators 
of fraud. A Defrauder will likely have no 

The Defrauder
By Shari Patish, Hall Automotive, LLC

Registration Now Open!
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NADC Fall Conference
October 23-25, 2016
Radisson Blu Aqua Hotel Chicago

Chicago, IL

Disclaimer: The Defender articles do not constitute legal advice and are not independently verified. Any opinions 
or statements contained in articles do not reflect the views of NADC. Cases cited in articles should be researched 
and analyzed before use.
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investment in the deal. They will have no trade 
vehicle, have no sales or service history with 
the Dealer, have minimal down payment often 
paid by starter check, and will not spend much 
time negotiating the vehicle price. They walk 
away leaving nothing behind and the Dealer 
will have nothing as well. Train sales staff to 
review stips for both the form of the document 
and the information contained. Train sales 
management to compare the stips with the 
credit application to be sure they verify what 
the customer has asserted. Train F&I personnel 
to compare the credit report with the credit 
application for common discrepancies like 
date of birth, date of issuance of social security 
number, and place of employment, as well as 
the inquiry history. 
 Despite using best practices, your Dealer 
client WILL get hit by a Defrauder and often 
their response will determine if they have a 
problem or a nightmare. Make them aware 
of the statutory and contractual remedies 
available in their state as well as the “MUST 
NOT” tactics. Does their contract with the 
customer permit self-help to recover the 
vehicle or is court action necessary? It is 
always a best practice to use a professional 
repossession agent instead of Dealership 
personnel to recover a vehicle when permitted. 
A good credit application will have an 
affirmation of accuracy signed by the customer 
that will be helpful in make allegations of 
criminal fraud or obtaining credit under false 
pretenses should your dealer decide to pursue 
the Defrauder with criminal charges. Dealers 
should be aware of their lender agreements and 
know which ones have recourse provisions. 
Educate F&I managers so that they don’t use 
those lenders when delivery is a close call. 
When entering into lender agreements, your 
Dealers should be sure they are warranting 
information obtained from the customer as 
accurate “to the best of their knowledge.” 
This, and exercising due diligence, will 
prevent a lender from turning to the Dealer 
for indemnification from the best Defrauders. 

Suggest the Dealer designate someone at 
the dealership level to take and distribute 
fraud alerts that come from management, 
related dealers in a group, their local Dealer 

Wherever your client or dealership is headed, turn to an advisor 
with the tax and accounting expertise, industry know-how,  
and creativity to help them get there. Put our knowledge to 
work for you.

W W W. M O S S A D A M S .C O M /A U T O M O T I V E 

More than 1,000 dealerships served nationwide 
Authors of four NADA management guides

The dealership business  
isn’t a closed course.

Certified Public Accountants | Business Consultants

Association, and local law enforcement. Have 
both an immediate distribution method for 
those frantic calls from Dealer staff as well as 
review in daily or weekly sales meetings. 
 Finally, here is a warning: Not all Defrauders 
have committed a criminal act, so caution 
your Dealers about making hasty accusations. 
Losing a vehicle to a Defrauder can be costly, 
but a badly handled customer can be a public 
relations nightmare and severely damage your 
Dealer’s reputation. Caution your Dealers 
not to allow frustration and embarrassment 

to be factors in determining their response. 
Thoughtful review of both the actions of 
the Defrauder and the Dealer staff should 
determine their response. Deals drive your 
Dealer’s staff and that often creates competing 
interests between meeting sales projections 
and protecting the Dealership’s assets. Urge 
your Dealer to get behind a good fraud 
prevention program, and it will bridge that 
gap. 

Shari Patish is Corporate Counsel for Hall 
Automotive, LLC.

http://www.mossadams.com/automotive
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Updated Member Contact Information

Please make sure to notify NADC Staff
(info@dealercounsel.com) if your contact 
information has changed so that your 
records can be updated accordingly. 
We will begin to list updated contact 
information in The Defender so all 
members can be aware of the change.

Updated Information: 

Thomas Bennett Acuff 
Morgan Auto Group, LLC 
Phone: 813-936-3125
Email: bacuff@morganautogroup.com

Mark Counts 
Counts, Bonacci & Smith 
Phone: 713-222-7100
Email: markcounts@cbsemail.net

Marc Menkveld 
Bamberger, Foreman, Oswald & Hahn, LLP 
Phone: 317-464-1591
Email: mmenkveld@bamberger.com  

NADC Member Announcements

In June of 2016, DHG Dealerships officially welcomed former 
IRS Motor Vehicle Industry Specialist, Terri Harris, to the firm. 
Having spent more than 28 years with the IRS, 15 of which were 
spent leading the Motor Vehicle Industry Program, the IRS looked 
up to Terri as the organization’s number one industry expert. DHG 
Dealerships Managing Partner, Tim York, calls Terri’s strategic 
addition to the firm’s national dealership group “and indication of 
notable and impactful strides towards the continued development 
and maturation of [DHG Dealerships’] tax practice.”

Do you have an announcement or accomplishment that you would like 

to share with the NADC community? Please send any news that you 

would like to share to emurphy@dealercounsel.com.

Advisers
Educators
Risk Managers
Program Developers

321-733-6253
www.DealerRiskServices.com

Who We are:

PROVIDE INSURANCE EXPERTISE 
TO THE AUTOMOTIVE INDUSTRY

What we do:

Dealer Risk Services
Est. 1968

http://www.dealerriskservices.com
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Our Fall Conference is fast approaching. We will be meeting at the 
Radisson Blu Aqua Hotel in Chicago, October 23-25, 2016. For the 
fourth year, due to popular demand, we have extended the program 
by a half day, making the total education program 1½ days.  There are 
so many interesting, timely topics to cover, and it was clear that one 
day was not enough. The conference schedule is as follows:

SUNDAY, OCTOBER 23

3:00 to 5:00 pm Board Meeting
5:30 pm New Member Reception
6:00 to 7:30 pm Reception

MONDAY, OCTOBER 24

7:00 to 8:00 am Breakfast
8:00 to 8:15 am Opening Remarks
8:15 to 9:45 am Session 1: Litigating and Preparing 

for Sales Performance, Price 
Discrimination and Facility Cases 
after Beck Chevrolet

 Chris DeVito, Morganstern, MacAdams 
& DeVito

 Russ McRory, Arent Fox
 Joe Roesner, Fontana Group
9:45 to 10:15 am Break
10:15 to 11:15 am Session 2: Succession Planning
 Andrew Dana, Parker Poe Adams & 

Bernstein LLP
 Richard J. Kollauf, BMO Harris
11:15 to 11:45 am Break
11:45 am to 12:45 pm Session 3: Obama Administration 

Swan Songs: DOL “White Collar” 
Overtime Rule, DOL Persuader Rule, 
OSHA Electronic Reporting Rule, 
and Encino Motorcars

 Lauren Bailey, NADA 
 Doug Greenhaus, NADA

Erin H. Murphy
NADC Executive Director

Executive Director’s Message 

12:45 to 2:15 pm Lunch 
2:15 to 3:15 pm Session 4: Rising Stakes: The 

Importance of Real Estate in Auto 
Retail Transactions

 Ryan Kerrigan, Kerrigan Advisors
 Gabe Robleto, CARS
 Jay Statland, Burke, Warren, MacKay & 

Serritella, P.C.
3:15 to 3:45 pm Break
3:45 to 4:45pm Session 5: Buy Side vs. Sell Side – Let 

the Negotiations Begin!
 John Davis, DHG Dealerships
 Alan Haig, Haig Partners
5:00 to 6:30 pm Reception

TUESDAY, OCTOBER 25

7:30 to 8:30 am Breakfast
8:30 to 10:00 am Session 6: NADA Update
 Andy Koblenz, NADA
 Paul Metrey, NADA
10:00 to 10:15 am Break
10:15 to 11:15 am Session 7: Recent Developments in 

“Digital” Issues Affecting Dealers 
 Adam Crowell, Premier Data 

Management
 Steve Gibson, Dealer Risk Services
 Brad Miller, NADA
11:15 to 11:30 am Break
11:30 to 12:30 pm  Session 8: Ethics - Malpractice 

Primer for Dealer Counsel
 Don St. Denis, St. Denis & Davey
12:30 to 12:45 pm Closing Remarks

 Please register now so you will not miss out on this valuable 
educational opportunity and get a chance to network and make new 
friends and connections. CLE Credit will be available for the 540 
minutes (including 60 minutes of ethics) of educational program 
pending approval in your state (9 credits for states that calculate 60 
minutes per credit; 10.8 for states that use 50 minutes per credit). 
Checkout the NADC website, www.dealercounsel.com for a detailed 
agenda and to Register.

See you in Chicago!

https://s07.123signup.com/servlet/SignUpMember?PG=1533757182300&P=15337571911420050700&Info
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Hotel Information
Reservations must be made directly with The Radisson Blu Aqua Hotel 
online or by calling (312) 565-5258. Reference the 2016 NADC Fall 
Conference (Online promotional code: NADC16) to receive our 
discounted rate of $279 plus tax. Only a select number of rooms are 
available pre and post the meeting dates. Please call the number above 
to check the availability and to secure additional dates if available.

The room block deadline for hotel 
reservations is October 3, 2016. 
Make your reservation early to 
avoid the room block selling out.

Reserve your room now!

The hotel deposit will be refunded 
if notice of cancellation is received 
at least three (3) working days 
prior to arrival, and a cancellation 
number is obtained.

The hotel address is:
Radisson Blu Aqua Hotel, 221 N Columbus Drive, Chicago, IL 60601.

NADC Welcomes 
New Members

Full Members

Frank Hamner
Frank A. Hamner, P.A.

Winter Park, FL 
 

Sandy Lynskey 
Mac Murray Petersen & Shuster 

LLP
New Albany, OH

Greggory Savage
Ray Quinney & Nebeker, P.C.

Salt Lake City, UT

Fellow Members

Anthony Cacciatore 
Mac Murray Petersen & Shuster 

LLP
New Albany, OH

 
Richard Madsen II 

Ray Quinney & Nebeker, P.C.
Salt Lake City, UT

Jay McKirahan
Mac Murray Petersen & Shuster 

LLP
New Albany, OH

Contact James Taylor: jtaylor@thepresidiogroup.com
(415) 449-2520   |   www.thepresidiogroup.com 

monitize it for you.

Presidio Merchant Partners, LLC                                                                                                       Member FINRA/SIPC

®

Thank You to the 2016 Fall Conference Sponsors! 

https://www.radissonblu.com/reservation/itineraryEntrance.do?hotelCode=ILCHIAQU&promotionalCode=NADC16
https://www.radissonblu.com/reservation/itineraryEntrance.do?hotelCode=ILCHIAQU&promotionalCode=NADC16
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 The use of mobile devices in the workplace, including cell phones, 
tablets, and other devices, has generated significant risks for all 
employers, both in terms of data security and of litigation strategy. 
Access to these devices is an expected and important aspect of modern 
business where fast communication is highly valued. Mobile device 
ownership, either individually or through an employer, is the norm. As 
of October 2014, 64% of Americans owned a smartphone, each being 
one of many different varieties and operating systems.1 A recent study 
found that over 80% of organizations’ employees use mobile devices 
for work matters on a regular basis2 and over 30% of work-related 
documents are created through mobile devices.3 
 The automobile industry is not immune to this issue. Especially 
given the number and degree of turnover of employees, an automobile 
dealer’s ability to manage the influx of devices used for work purposes 
can require a significant investment in asset management or security 
infrastructure to protect the organization from potential financial risks 
resulting from legal sanctions or data breaches. Advising dealership 
clients on the security of data, both internally among affiliates, and 
to protect against external threats, will be imperative. The following 
considerations are some of many that an attorney must consider when 
addressing mobile device policies for auto-industry clients.

Perform an Initial Assessment
Attorneys should ensure that any dealership clients first conduct an 
initial assessment of the state of their security systems, policies, and 
device policies (or lack thereof ). To perform this assessment, the 
attorney should gather together members of company management, IT, 
Human Resources, Physical Security, Legal and any required external 
vendors to flesh out the organization’s mobile device management 
status and requirements. First, review goals, then review current 
capabilities. As dealerships better understand their capabilities, they 
may begin to see immediate risks, such as data loss from a departing 
sales person or other employee. These immediate risks can become 
action items that must be addressed before a complete long-term 
strategy can be enumerated. 

Device Policy: COPE and BYOD
Developing a general mobile device policy framework for your 
dealership client is an integral first step. The two most common 
frameworks are Bring Your Own Device (“BYOD”) policies and 
Corporate Owned-Personnel Enabled (“COPE”) policies. BYOD 

Mobile Device Privacy Considerations 
for the Retail Automotive Industry
By Sarah Hutchins, Parker Poe Adams & Bernstein LLP

Feature Article

policies are currently more popular than COPE policies with 75% of 
employers allowing employees to BYOD to work.4

 In the BYOD model, a dealership does not provide the actual device 
but will subsidize or reimburse an employee for his or her usage of the 
device for work matters. The user/employee obtains the device directly 
through the retailer of their choice and then seeks reimbursement from 
the organization for any work-related usage on the device. In the recent 
case of Cochran v. Schwan’s Home Service, 228 Cal.App.4th 1137 (Ca. 
2014), the court found that an employer must reimburse the employee 
for a reasonable percentage of the cell phone bill if the employee is 
required to use his or her personal cell phone to make work-related 
calls. BYOD policies allow the employee flexibility in type of device 
and replacement schedule. For dealerships, the significant benefit is the 
resulting lower technology costs required to purchase, replace, upgrade 
or maintain the devices. BYOD policies should clearly spell out all 
parties’ expectations as to employer and employee privacy and access to 
confidential information. Without controls, BYOD policies for mobile 
devices add a greater chance of data spoliation and of inadvertent or 
intended internal theft of company data. 
 COPE differs from the antiquated process of simply assigning 
company-issued phones and devices to employees, and instead allows 
employees to select devices best suited to their needs from those devices 
available through their dealership’s mobile device policy. COPE can 
encourage more collaboration among departments to ensure proper 
control of the data that lies within employee devices. For example, 
it is easier for IT to implement mobile device management software 
and other security measures to help with data security and data breach 
risks. COPE can result in increased technology costs for organizations 
as they become responsible for the purchase of both the devices and 
their services along with their continued maintenance, replacement 
and storage. 
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Mobile Device and Use Policies
Whether you advise that a dealership adopt a BYOD or COPE policy, 
it is also important to institute a corresponding Mobile Device Policy, 
which may include use of a Mobile Device Management (“MDM”) 
tool. MDM can include software that restricts use or allows remote 
deletion. Initiating the use of mobile device management software 
should be done with explicit explanation of the features, informed 
consent, and a retained written acknowledgement by the employee. 
You should advise a dealership whether to limit access to company 
data to employees who agree to the policy and should encourage the 
removal of company data from devices out of compliance when not 
in use or pursuant to the policy. Your client should be able to identify 
the location of any potentially relevant data and preserve a method 
of accessing it. 
 Importantly, if a dealership removes data from devices that are 
out of compliance, it should be through documented and defensible 
processes, specifically with an eye towards potential future litigation. 
 When providing advice, other more general computer use policies 
should not be overlooked. Organizations should consider general 
computer use policies to establish proper use and security practices 
for all dealership-owned devices, as well as other devices that are 
allowed access to dealership information and data. Active written 
acknowledgment of said policies and procedures, as well as renewed 
trainings and repeated communications about approved use, will help 
reinforce these policies.

Robust Security Practices 
When drafting any policy or advising your client, it is important to 
employ (and practice) robust security. Established and enumerated 
policies around personal information security can help mitigate 
potential breaches. These policies should meet the established 
requirements found in federal and state statutes. 
 Through a third-party mobile device management tool, a dealership 

should implement features such as remote wipe and remote lock 
requirements, allowing the organization to wipe or lock down a phone 
if it is lost or stolen. MDM tools can also allow for a “jailbreak alert” 
that notifies IT and Legal if an employee attempts to override an 
operating system to access restricted data. Malware detection is also 
important for mobile devices. Additional features should include a 
required physical passcode on the device and encrypted backups that 
prevent the imaging of the device without an administrative password. 
Make sure your client considers if it will allow access to company 
information from unsecured networks. Enumeration of expectations 
when an employee wishes to upgrade a device should also be in place.
 It is very important that your client contemplate protection of 
sensitive business information. Though protection of all information 
should be described, it may be prudent to single out sensitive 
information for protected treatment during the life of the device 
and destruction upon the end of the employment relationship or 
termination of the device. Such information can include customer 

information, financial information, legal information, or other 
confidential business information.5

 Employees should understand these policies, acknowledge their 
application in writing, and appreciate their importance. 

Weigh Privacy Concerns
While focusing on security of company data and ability to review 
employee use, advise your client to be mindful of employee privacy 
and note applicable restrictions on the review of employee personal 
information. The Computer Fraud and Abuse Act and the Stored 
Communications Act may prohibit a dealership from accessing (or 
exceeding their authorized access to) employee’s private information 
on their privately owned device.6 
 Dealerships are best served by limiting their review of personal 
information, even if they preserve their right to access it. Though 
courts have been skeptical of over-reach, some review in certain 
jurisdictions has been permitted. Courts continue to refine where the 
line of personal and company begins and ends.
 Remember that if your client requires usage of devices, either 
provided or owned by the employee, that dealership should ensure that 
they are not in violation of the Fair Labor Standards Act or the Wage 
and Hour Act by allowing off-hours work access. Note that applicable 
rules and regulations concerning employee rights and privacy can vary 
greatly by geographic location.

Data Breach Protocol 
Post-data breach is not the time for your client to develop a response 
plan. Help the dealership plan ahead and develop a plan with the 
response team, which should include IT, Legal, Human Resources, 
outside vendors, crisis response management, and public relations. 
Become familiar with relevant data security and data breach notification 
and remedy law applicable to your client’s business and geographic 
location. Almost every state has some statute or regulation addressing 
notification in the event of a breach.7 In almost all circumstances, 
time is of the essence. Make sure that your client’s employees are 
aware of a duty to notify the dealership of a loss or theft of a device. 
Failure to enforce security policies may be cited to by plaintiffs or the 
Government in the event of a breach. Finally, ensure that your client 
has data breach insurance.

Help the Dealership Plan for Employee Departures
Advise your client to develop an employee departure strategy that 
includes a detailed data interview listing all potential locations of 
company data, a written procedure on the defensible deletion of data 
from personal devices once it has been properly preserved, and the 
protocol for how to dispose of or retain the original source device 

(i.e., keeping a forensic copy of the data off of a mobile device before 
wiping and reissuing the device for further use) after an employee 
has departed. Finally, ensure that your client instructs its employees 
of what they must do before disposing of a device that has access to 
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company data and email. Ensure that the plan addresses upgrades 
to phones and contains a destruction plan for the old device or at 
least provides the employer with access to the device to delete any 
confidential information before the phone is sold or repurposed. 
Include data security and review as part of the exit interview process 
when an employee leaves an organization.

Data and Litigation
The prevalence of mobile devices has not only complicated a company’s 
data security protocol, but also it has added complexity to the discovery 
process if a company finds itself in litigation. Mobile devices have 
increased the number and variety of locations from which a litigant 
must collect information. Companies must now also incorporate 
mobile devices into their data retention plans. 
 Under the Federal Rules of Civil Procedure and in many states, 
Rule 34 requires the production of information and materials in the 
litigant’s “possession, custody, or control.” Some circuits, including the 
Ninth Circuit, require litigants to produce information it has the right 
to demand.8 Other circuits impose a higher burden and require a party 
to produce material it can demand as well as the “right, authority or 
practical ability” to obtain from a non-party.9 Finally, some jurisdictions 
go a step further and require the litigant to notify an adverse party 
of additional information that may be in the hands of a third party.10

 Depending on your client’s location or location of its employees, 
access to data may be limited by interpretation of various federal 
regulations, including the Computer Fraud and Abuse Act that 
prohibits unauthorized access to protected devices or the Stored 
Communications Act that protects the privacy of certain stored 
communications such as on servers, or state regulations. 
 Help your client plan for other issues involving data and litigation. 
Review in detail how legal holds will be implemented and what 
expectations employees should have once included as part of a legal 
hold. Develop a defensible deletion policy so that the organization is 
not required to maintain all potential data.
 Data security, especially that of mobile devices, should be a focus 
for all industries, including the automotive industry. As advisors, it 
is important for attorneys to be versed in data security issues so as to 
assist their clients on setting up the best possible defenses and plans 
to avoid common pitfalls. 
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100% OWNERSHIP EQUALS

TRUE CONTROL.

To learn more
www.PortfolioReinsurance.com

or contact Steve Burke, CEO 
(877) 949-6200

Portfolio delivers to its clients
100% of the underwriting profits
and investment income from sell-
ing and delivering on the promises
of Vehicle Service Contracts and
any other F&I products that help
customers protect their vehicles.

Portfolio enables dealers to con-
trol their destiny - both as a deal-
ership owner, and as a human
being with personal goals. Like
taking care of their family’s
future. Like creating a very
profitable asset outside
the dealership that no one
can take from them.

That’s what we call control.

WE HELP THE
DEALER BUILD

PERSONAL WEALTH.

NADC ad 2012-control v1 final_Layout 1  2/16/12  11:45 AM  Page 1

http://www.portfolioreinsurance.com
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DEALERS NEED HELP
Increasing fees and 
contracts have created a 
war of attrition.

Isn’t it time innovation and 
technology was used to 
help dealers do business? 

That’s what we’re here for. 

VISIT US ONLINE AT:

CALL US: 844-369-2001

NO ANNUAL, MONTHLY 
FEES OR CONTRACTS

CLOUD, MOBILE  
AND SCALABLE

DEALER-DRIVEN,  
DEALER-CREATED

http://www.rosenfieldandco.com
http://www.dmx.io
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Leading Provider of Vehicle Service 
Contracts and Reinsurance

www.cnanational.com

Capital Automotive

100% Real Estate Finance
Serving dealers for over 16 years

www.capitalautomotive.com

Gabe Robleto
AVP & Account Manager

703-394-1325

Dan Garces
VP of Acquisitions
703-394-1313

Willie Beck
Director of Acquisitions

703-394-1323

Jay Ferriero
President & COO
703-394-1319

dealerships

driving relationships forward

877.DLR.CPAs  |  dealerships@dhgllp.com

Assurance  |  Tax  |  Advisory  |  dhgllp.com/dealerships

1,500+
Rooftops 
Served 
Nationwide

130+
Dedicated 
Dealership 
Professionals

50
States with 
Dealership 
Clients

Case studies and more information available at www.AndersonEconomicGroup.com
East Lansing | Chicago | Istanbul

We are experts on:

·  Lost profits & damages
·  Valuation & transaction due diligence
·  Market & sales performance analysis
·  Add point & termination studies

Consulting Services for Dealerships 
and their Attorneys

Dedicated to providing world-class service, 
innovative solutions and industry expertise, 
specializing in dealership valuations, due 
diligence and forensic/fraud services and 
much more to the automotive industry.

SM

IN THE AUTOMOTIVE SERVICE INDUSTRY

withum.comBob Brown, CPA, Partner  (732) 572 3900
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733 3RD AVE., 15TH FLOOR
NEW YORK, NY 10017

1-888-243-5204
www.TotalDealerCompliance.com

Clients Paying Too Much for Insurance?
Problems Managing Claims?

Get help from a Risk Manager with over 30 years 
experience in the Auto Dealer industry. 

www.austincg.com
CONTACT US 

303.974.4145

CLAconnect.com/dealerships

ADD PERSPECTIVE
Maximize your service to dealers with strong  
financial experience and resources.

ADVISORY  |  OUTSOURCING  |  AUDIT AND TAX
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DEALERS NEED HELP
Isn’t it time innovation and technology  
was used to help dealers do business? 

That’s what we’re here for. 

VISIT US ONLINE AT:
CALL US: 844-369-2001

Increasing fees and contracts have created a war of attrition.

Contact James Taylor: jtaylor@thepresidiogroup.com
(415) 449-2520   |   www.thepresidiogroup.com 

 Focus on your business. 

Let Presidio help maximize the 
value you have created and 

monitize it for you.

Industry leaders
since 1997

Presidio Merchant Partners, LLC                                                                                                       Member FINRA/SIPC
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WWW.FONTANAGROUP.COM

ECONOMIC CONSULTING • LITIGATION SUPPORT
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CERTIFIED BY:

From Auditing & Accounting Solutions to
Tax Planning & Compliance

100 Ring Road West, Garden City, New York 11530
www.autocpa.net/trust
info@autocpa.net   516.741.0515

Discover why so many successful automobile
dealers have put their trust in us for over 30 years. 

Real Car Guys with  
Real Solutions  

for Your Real Problems 
Litigation Support • Business and Shareholder 
Disputes/Divorce/Manufacturer Disputes/IRS 
Resolutions • Certified Business Valuations • 

Dealership Brokering • Buyer’s Due Diligence • 
Internal Audits & Fraud Investigation •  

Strategic & Business Planning • Financial Planning •  
Accounting  • Tax • Business/IT Consulting  

O’Connor & Drew, P.C. 
OCD Consulting, LLC 

 
Serving the Auto Dealership Industry for Over 60 Years 

Frank O’Brien, CPA 
1.617.471.1120    

fobrien@ocd.com    www.ocd.com 
 

Michael McKean, 
MBA, AVA, CMAP 

1.617.471.5855   
mmckean@ocd.com 

www.ocdconsultingllc.com 

Authors of NADA’s A Dealer Guide to Dealership Valuation

Diane Anderson Murphy, Dealer Valuation Services  
(206) 302-6523   WWW.MOSSADAMS.COM

When it comes to dealership 
valuations, we wrote the book.

Certified Public Accountants | Business Consultants

��������������������������������

�

Yes! I would like to purchase an ad in the NADC Defender.

o ½ page ad $150.00      5” high x 7.5” wide, no bleeds

o ¼ page ad $100.00      5” high 3.75” wide, no bleeds

Months:  o Sept. 2016   o Oct. 2016   o Nov./Dec. 2016 

Contact:  ____________________________________________

Company:  ___________________________________________

Address  _____________________________________________

Phone:  ______________________________________________

Email:  ______________________________________________

Payment:   o Check   o Invoice me   o AE   o MC   o Visa

___________________________________________________
Credit Card No.                                                                          Expiration Date

___________________________________________________
Signature

NADC, 1800 M Street, NW, Suite 400 South, Washington, DC 20036
Phone: 202-293-1454  Fax: 202-530-0659
Questions: Erin Murphy, emurphy@dealercounsel.com

2016 DEFE  DER  – 
Advertising Opportunities
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Stephen P. Linzer
Tiffany & Bosco, P.A.
Phoenix, AZ
President

Diane Cafritz
CarMax Auto Superstores, Inc. 
Richmond, VA
1st Vice President

Andrew J. Weill
Benjamin, Weill & Mazer 
San Francisco, CA
2nd Vice President

Johnnie Brown
Pullin, Fowler, Flanagan, Brown & Poe PLLC
Charleston, WV
Secretary

Lance Kinchen
Breazeale, Sachse & Wilson LLP
Baton Rouge, LA 
Treasurer

Oren Tasini 
Haile, Shaw & Pfaffenberger, P.A.
North Palm Beach, FL
Immediate Past President

Patricia E.M. Covington
Hudson Cook, LLP
Richmond, VA
Past President

NADC Board of Directors

Rob Cohen
Auto Advisory Services, Inc.
Tustin, CA
Past President

Michael Charapp
Charapp & Weiss, LLP
McLean, VA
Past President

Jonathan P. Harvey
Jonathan P. Harvey Law Firm
Albany, NY
Past President

Bruce Anderson
Iowa Automobile Dealers Association
West Des Moines, IA

Eric Baker
Boardman & Clark LLP 
Madison, WI 

Michael Dommermuth
Fairfield and Woods PC
Denver, CO

Jami Farris
Parker Poe Adams & Bernstein LLP
Charlotte, NC

Kevin Hochman
Keyes Automotive Group 
Van Nuys, CA 

Melinda Levy-Storms
The Niello Company
Sacramento, CA

Russell McRory
Arent Fox, LLP
New York, NY

Jim Sewell, Jr.
Smith Law Firm, P.C. 
Helena, MT 

Todd Shadid
Klenda Austerman LLC 
Wichita, KS

Scott Silverman
Silverman Advisors
Boston, MA

Ronald Smith
Bose McKinney & Evans LLP
Indianapolis, IN 

Tim Sparks
Sonic Automotive, Inc.
Charlotte, NC

Robert Weller II
Abbott Nicholson PC 
Detroit, MI 

Erin H. Murphy
NADC Executive Director
Washington, DC

BE A CONTRIBUTOR!
We are always looking for submissions to 
publish in the Defender. Please send your 
contributions or proposals for articles to:  

jamifarris@parkerpoe.com

-          Volume XII, Number 7
JULY/AUGUST, 2016

Jami Farris, Editor
jamifarris@parkerpoe.com

Michael Charapp, Assistant Editor
mike.charapp@cwattorneys.com

Defender, The NADC Newsletter is published by the 
National Association of Dealer Counsel

1800 M Street, NW, Suite 400 South, Washington, DC 20036
Phone: 202-293-1454 • Fax: 202-530-0659 • www.dealercounsel.com


