


Who needs to be involved in 
pushing back against elder 

abuse?



Lessons learned on my 22 year journey of 
prosecuting serious elder abuse cases





$37 billion





My Elder Abuse journey 
began



January 1996



This became my 
assignment for the next 22 

years…



I had an office, a phone, a 
computer but....



No cases!



Just silence!









• A Crime

• Going unpunished

• Predictable

• Affecting both urban & rural areas

• Where child abuse & DV were 40 years 
ago

• Escalating

Elder Abuse is……...



Every day in the USA,  the 
number of people turning 

65 years old is……



10,000



And we are all living 
longer…



And yet, despite this 
obvious escalation 

of the “aging” 
population…





The number one suspect of physical 
elder abuse…



Profile of the physical abuser:
• Son in his late 30’s to late 50’s

• Living at home with Mom
• Divorced/ returns or single and 

unmotivated or just out of jail

• Lazy and unemployed
• Drugs, alcohol or gambling

• Feeds habit off Mom
• Sometimes history of mental illness



The need to educate 
ourselves about how 

seniors are being exploited



And that includes spotting 
some obvious red flags…



•Isolation…

•Change in routine

•“A new friend”

•An old family relationship popping up

•Reference to financial difficulty

•Frequent telephone calls to the house



And being informed about 
current frauds & scams…







If you believe the headlines 
then we are in for a 

challenge..













Just when you think you 
can trust someone…





• Based on 22 years of criminal 
prosecution of elder abuse cases

• Forearmed is forewarned

• Even if you don’t think you can use 
this information for yourself, we all 
know someone who does need it.

Top tips for reducing the risk of 
becoming a victim



Over 65% of all the cases 
that I prosecuted involved 

financial exploitation





Watch for an explosion of 
elder financial abuse cases



• Choose a caregiver with caution

• Never hire through a newspaper 
ad!

• Always go through a bonded, 
insured caregiver agency

Tip #1



• Ask the agency to show you what 
background checks they have done

• Never just rely on references 
given to you by the caregiver

• Consider hiring your own 
investigator to find out as much as 
you can

Caregiver caution…



Why are so many of our defendants caregivers?

•Easy access to valuables
•Easily converted into cash
•Assumption that victim won’t discover 
or won’t “press charges”
•Justification for the taking



• Keep an 
inventory of all 
jewelry

• Locked drawer
• Photos or video 

of valuable or 
sentimental 
pieces

Tip #2



• Every home should 
have a shredder

• Every piece of mail 
with your identifying 
information should 
be shredded

• Criss-cross is best

Tip # 3



• People are 
trying to learn 
about you from 
what you 
discard!

Watch out for dumpster divers!



• Protect your 
incoming and 
outgoing mail

• Never allow 
incoming mail to sit 
in unsecured mailbox 
with public access

Tip # 4



• Consider renting 
a Post Office box

• If possible, collect 
your new check 
books directly 
from your bank

Mailbox security…



• Obtain a 
credit search 
at least 2 - 3 
times a year

• Experian, 
Equifax & 
TransUnion

Tip # 5



• Talk to your financial 
institution about credit 
searches

• Everyone is entitled to one 
free credit report a year 
[AnnualCreditReport.com]

Credit reports ….



Consider freezing your 
credit



• Every home should 
have caller ID

• Determine if the 
call is Private or 
Unknown

• Don’t be afraid to 
hang up - or at least 
to message

Tip # 6



And remember that crooks 
can “mimic” real phone 

numbers such as your local 
police department 



• Keep a 
whistle by the 
telephone

And for that annoying 
telemarketer….



Robocalls on your cell 
phone?



• You will never 
win a foreign 
lottery

• Don’t believe 
the mail, the 
guy on the 
phone or the 
e-mail!

Tip # 7





Mr. Greenwood: 
I am a retired catholic priest and former Army Chaplain. I was recently 
involved in a "fraud" by a gentleman who claimed to be an attorney for the 
Publishers Clearance House. I was sent a notice that I was the grand prize 
winner of $1,600,000.00 and that i must follow the directions given me in 
order to receive the prize. After many telephonic calls and assurances I was 
directed to first send a check of $41,000.00 which would cover all the federal 
and state taxes incurred. I envisioned the financial help I would be giving to a 
high school and church because of paying just a rather small sum for the full 
prize amount. How naive I was. After weeks of communication and my final 
attempt to finalize the deal, I realized that the check I was  mailed was a fake 
and the phone number I tried calling was "no longer in operation". I lost half 
my life savings and probably will never recover the  amount; but I would do 
anything to prevent this happening to anyone else. I would be happy to meet 
with you if at all possible.









Tip # 8

The IRS will NEVER call 
you!!!



NEVER!



NEVER!



Tip # 9

•Your grandson will 
NEVER be calling you 
from jail



The grandma 
scam..........







And now…





And now we also face 
the challenge of AI & 
how that will impact 

older adults..





Just this week…





And we are already hearing 
about….





Tip # 10

•Don’t look for love in all 
the wrong places!



Two major types of this 
scam



The face to face con artist



They seek out their 
victims in various places..



•Parking lots

•Places of faith

•Door to door

•Casinos

•Grocery stores





Meet Kate Kleinert…





And some victims can 
become “mules” and 

potentially face 
prosecution…





And the need to WARN 
victims that they can end 

up becoming defendants…



Meet 81 year old Glenda 
Seim from Missouri…



Glenda was sentenced last 
month to 5 years 

probation…



• Don’t assume the friendly 
handyman is licensed

• Always check with BBB & 
Contractors State License 
Board [CSLB]

Tip # 11



Get at least three estimates
Do NOT pay more than 10% or $1,000 
[whichever is less] up front
Insist on a written contract
Photograph the progress [or lack of it]

When hiring a contractor..





One of the last cases I 
completed…







Tip # 12

•If someone calls you and says there is 
something wrong with your computer, 
just hang up!



Hijacking your computer 
…



• Always have a 
second line of 
defense at your 
front door

• Watch out for 
“officials” who 
want to gain entry

Tip # 13



Tip # 14

Please do not leave your purse in your 
shopping cart…



Tip #15

If someone offers to update your 
living trust or promises you a better 

return on your investments.... 
beware!



Trust Mill scams



Other Investment 
Frauds…













Tip # 16

Never give to a “charity” that calls or 
solicits you



Bogus charities &
questionable tactics by 

legitimate charities



Tip # 17

If you are considering recommending 
that someone have a 

guardian/conservator…



You may want to …



Read this article…





And watch this 
documentary





They used their position to steal funds 
belonging to elderly and disabled adults 

over whom they had guardianship 
authority through use of a series of 

fraudulent billing practices.



Tip # 18

If you receive an e-mail indicating that 
your “subscription” has been auto-

renewed…





It is a scam…. Delete!!



And what about 
smishing?



A text I received on my 
smart phone recently…





So if you think that 
someone you know may 

be a victim of elder 
abuse.......



Call your local APS…



1-800-962-2873



And if the situation is 
urgent..



Call the police or Sheriff..



www.aarp.org/fraudwatch
network

http://www.aarp.org/fraudwatchnetwork
http://www.aarp.org/fraudwatchnetwork


A Message to Seniors:
• We respect and honor you!
• We commit to seeking justice for 

you
• We prosecute with:
• Passion
• Purpose
• Perseverance



• Paul Greenwood
• 442-257-2984

• paul@greenwoodlawcorp.com
• www.greenwoodlawcorp.com

Please feel free to contact me:

mailto:paul@greenwoodlawcorp.com



